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## Objetivo del documento

Definir las necesidades y condiciones para la entrega de los "Servicios Administrados de Seguridad Informática (SASI) 2026.

## Vigencia de la contratación y ejercicio presupuestal al que corresponda.

la vigencia contractual será a partir del día hábil siguiente a la notificación del fallo y hasta el 31 de diciembre de 2026

## 

## Plazo de entrega del bien, arrendamiento o servicio.

El plazo para la prestación del servicio será a partir del día hábil siguiente a la notificación del fallo y hasta el 31 de diciembre de 2026.

## Tipo de contrato

El contrato será abierto, conforme a lo dispuesto en el artículo 68, fracción I de la Ley de Adquisiciones, Arrendamientos y Servicios del Sector Público. Los precios unitarios serán fijos y se mantendrán durante la vigencia del contrato.

La volumetría proporcionada en el formato de la Propuesta Económica presenta valores referenciales para efectos de cotización, los cuales se determinarán de acuerdo con el presupuesto disponible.

La cantidad de servicios a contratar se determinará según el presupuesto mínimo y máximo establecidos para la prestación del servicio, los cuales serán definidos conforme a las necesidades del Instituto.

## Criterio de evaluación.

La evaluación de las proposiciones se llevará a cabo utilizando el criterio de puntos y porcentajes, centrándose exclusivamente en los requisitos establecidos en el Anexo Técnico del servicio y en el formato de propuesta económica. Esto garantizará el cumplimiento satisfactorio de las respectivas obligaciones.

Bajo este enfoque, la adjudicación se otorgará al licitante que haya obtenido el mayor puntaje en su propuesta técnica y económica. En caso de situaciones no contempladas, se aplicarán los **"LINEAMIENTOS PARA LA APLICACIÓN DEL CRITERIO DE EVALUACIÓN DE PROPOSICIONES A TRAVÉS DEL MECANISMO DE PUNTOS O PORCENTAJES EN LOS PROCEDIMIENTOS DE CONTRATACIÓN",** publicados en el Diario Oficial de la Federación.

El puntaje más alto, equivalente a 40 puntos, se asignará a la propuesta económica más baja. Para calcular el valor de las propuestas económicas superiores a la más baja, se utilizará la siguiente fórmula:

**PPE = MPemb x 40 / MPi.**

**Dónde**:

PPE = Puntuación o unidades porcentuales que corresponde a la Propuesta Económica

MPemb = Monto de la Propuesta Económica más baja

MPi = Monto de la i-ésima Propuesta Económica.

Se aceptarán las ofertas que cumplan con los requerimientos establecidos y cubran las características técnicas establecidas en el Anexo Técnico.

La evaluación por el mecanismo de puntos o porcentajes consta de 100 puntos, de los cuales 40 puntos corresponden a la propuesta económica considerando el monto total de la propuesta conforme al formato de propuesta económica.

Los 60 puntos restantes corresponden a la evaluación técnica, que consiste en la suma de la puntuación de los siguientes rubros, con sus respectivos apartados:

|  |  |  |
| --- | --- | --- |
| **NÚMERO DE RUBRO** | **RUBRO** | **PUNTUACIÓN A OTORGAR** |
| I | CAPACIDAD DEL **LICITANTE** | 24 PUNTOS |
| II | EXPERIENCIA Y ESPECIALIDAD DEL **LICITANTE** | 18 PUNTOS |
| III | PROPUESTA DE TRABAJO | 08 PUNTOS |
| IV | CUMPLIMIENTO DE CONTRATOS | 10 PUNTOS |
| **T O T A L** | | **60 PUNTOS** |

La puntuación o unidades porcentuales para obtener en la propuesta técnica para ser considerada solvente y, por tanto, no ser desechada, será de cuando menos 45 de los 60 máximos que se pueden obtener en su evaluación, **conforme a lo señalado en el** **“Apéndice I - Matriz de Puntos o Porcentajes”**.

La omisión total o parcial en la presentación de alguno de los rubros a evaluar **NO** será motivo de desechamiento. No obstante lo anterior, en tal caso el Instituto podrá abstenerse de asignar puntos en el rubro correspondiente.

## Licencias, permisos, registros, certificados o autorizaciones.

El licitante debe incluir en su propuesta una descripción detallada de todos los recursos materiales y humanos requeridos para la prestación de los servicios.

**Normas Internacionales.**

* Certificado ISO/IEC27001:2022
* Certificado ISO/IEC20000-1:2018

El licitantre deberá presentar las certificaciones enunciadas, emitidas por organismo de certificación acreditado, vigentes y emitidas a nombre del o los licitantes participantes. Cabe señalar que dicho requisito será indispensable y su ausencia será motivo de desechamiento de la propuesta.

## Folletos, catálogos, fotografías, manuales entre otros.

Los folletos, hojas de especificaciones, y demás documentación técnica, deberán estar integrados como parte de la propuesta del licitante, misma que será verificada a través del dictamen técnico que se emita por parte del Área Técnica.

## Visitas a las instalaciones institucionales.

No aplica

## Lugar de entrega.

La entrega se realizará en las instalaciones del Instituto ubicadas en Avenida Paseo de la Reforma 476, Anexo de Telecomunicaciones Planta Alta, Colonia Juárez, Delegación Cuauhtémoc, Ciudad de México, C.P. 06600.

## Visitas a las instalaciones del licitante.

No aplica

## Penas convencionales y deductivas.

* **Penas convencionales**

De conformidad con lo establecido en el artículo75 de la Ley de Adquisiciones, Arrendamientos y Servicios del Sector Público, así como el 130 fracción V, 142 y 143 de su Reglamento, numeral 5.5.8. de las Políticas, Bases y Lineamientos del IMSS, el administrador del contrato llevará a cabo el cálculo y la aplicación de las penas convencionales, según lo estipulado en contrato, notificando al proveedor para proceder con el pago correspondiente.

El proveedor estará sujeto a penas convencionales por cada día hábil de retraso en el cumplimiento de las fechas pactadas de entrega o de la prestación del servicio.

El incumplimiento en la prestación del servicio será determinado por el Administrador del Cumplimiento del contrato, quien calculará y notificará por escrito el monto de la pena convencional al proveedor.

El monto máximo de las penas convencionales por atraso no podrá exceder del monto de la garantía de cumplimiento del contrato y se aplicará sobre el monto total sin incluir el Impuesto al Valor Agregado ni el Impuesto Especial sobre Producción y Servicios.

En ningún caso las penas convencionales podrán negociarse en especie.

**Servicios de Habilitación, Operación y Transición**

**Partida 1 y 2.**

|  |  |  |  |
| --- | --- | --- | --- |
| **DESCRIPCIÓN DEL NIVEL DE SERVICIO** | **FECHA DE ENTREGA** | **PENA CONVENCIONAL MENSUAL** | **FÓRMULA DE CÁLCULO** |
| Plan de trabajo detallado de los servicios del proyecto | 15 días hábiles posteriores a la emisión del fallo | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Documento Compromiso de suscripción de OLAs | 15 días hábiles posteriores a la emisión del fallo | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Matriz de Escalación | 15 días hábiles posteriores a la emisión del fallo | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Deberá proporcionar un documento por parte del proveedor, firmado por su representante legal, en el cual se declaren las habilidades, competencias y capacidades necesarias para respaldar la prestación de los servicios requeridos. | 15 días hábiles posteriores a la emisión del fallo | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |

**Servicios de Seguridad – Continuidad Operativa**

**Partida 1.**

|  |  |  |  |
| --- | --- | --- | --- |
| **DESCRIPCIÓN DEL NIVEL DE SERVICIO** | **FECHA DE ENTREGA** | **PENA CONVENCIONAL MENSUAL** | **FÓRMULA DE CÁLCULO** |
| Documento con el diseño de alto nivel de las soluciones de seguridad a implementar en los centros de datos o donde lo indique el Instituto | 5 días hábiles posteriores a la integración de las mesas de trabajo por cada servicio que se pretenda habilitar | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Documento con el diseño de bajo nivel de las soluciones de seguridad a implementar en los centros de datos o donde lo indique el Instituto | 10 días hábiles posteriores a la integración de las mesas de trabajo por cada servicio que se pretenda habilitar | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Memorias técnicas iniciales de las soluciones de seguridad implementadas | 10 días hábiles después de la finalización de la habilitación de todos los componentes en los Centros de Datos, o en el lugar designado por el Instituto, según lo establecido para cada solución integrada y una vez completada la integración de las mesas de trabajo. | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Memorias técnicas actualizadas de los servicios de seguridad | 20 días hábiles antes de la finalización del contrato para aquellos servicios que estén habilitados. | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |

**Servicios de Seguridad – Verificación/Calidad**

**Partida 1.**

| **DESCRIPCIÓN DEL NIVEL DE SERVICIO** | **FECHA DE ENTREGA** | **PENA CONVENCIONAL MENSUAL** | **FÓRMULA DE CÁLCULO** |
| --- | --- | --- | --- |
| Documento con el diseño de Alto Nivel de los servicios de Seguridad a implementar en los centros de datos o donde lo indique el Instituto, que requieran integran activos de infraestructura para su habilitación | 5 días hábiles posteriores a la integración de las mesas de trabajo por cada servicio que se pretenda habilitar | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Documento con el diseño de Bajo Nivel de las Soluciones de Seguridad a implementar en los centros de datos o donde lo indique el Instituto | 10 días hábiles posteriores a la integración de las mesas de trabajo por cada servicio que se pretenda habilitar | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Memorias Técnicas Iniciales de las Soluciones de Seguridad Implementadas, que requieran integran activos de infraestructura para su habilitación | 10 días hábiles posteriores al término de la habilitación de todos los componentes en los Centro de Datos o donde lo indique el Instituto, conforme cada solución integrada y posterior a la integración de las mesas de trabajo | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Memorias Técnicas Actualizadas de las Servicios de Seguridad que requieran integran activos de infraestructura para su habilitación | 20 días hábiles previo al término del contrato para aquellos servicios que se encuentren habilitados | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Procedimientos de Operación del servicio   * Servicios de Borrado Seguro de Información * Servicio de Gestión de Dominios * Servicio de Certificados Digitales SSL * Servicios de Protección de Riesgos Digitales * Servicios de Protección en Redes Inalámbricas y Seguridad en Dispositivos Móviles * Servicios de Gestión y Control de Acceso para Usuarios Privilegiados (AAA) * Servicios de Antivirus * Servicios de Prevención de Perdida de Información | 10 días hábiles posteriores a la integración de las mesas de trabajo | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Metodología de implementación de los servicios   * Servicios de Sistema de Gestión de Seguridad de la Información (SGSI) * Servicios de Gestión del Cambio en Seguridad de la Información | 10 días hábiles posteriores a la integración de las mesas de trabajo | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |

**Partida 2.**

| **DESCRIPCIÓN DEL NIVEL DE SERVICIO** | **FECHA DE ENTREGA** | **PENA CONVENCIONAL MENSUAL** | **FÓRMULA DE CÁLCULO** |
| --- | --- | --- | --- |
| Procedimientos de Operación del servicio   * Servicio de Análisis de Vulnerabilidades Estático * Servicio de Análisis de Vulnerabilidades Dinámico * Servicios de Análisis Forense * Servicio de Pruebas de Penetración | 10 días hábiles posteriores a la integración de las mesas de trabajo | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |

# 

**Servicios del Centro de Operaciones de Seguridad (SOC)**

**Partida 1.**

| **DESCRIPCIÓN DEL NIVEL DE SERVICIO** | **FECHA DE ENTREGA** | **PENA CONVENCIONAL MENSUAL** | **FÓRMULA DE CÁLCULO** |
| --- | --- | --- | --- |
| Procesos de operación implementados:  Requerimientos  Cambios  Configuraciones  Incidentes  Problemas  Monitoreo | 15 días naturales posteriores a la emisión del fallo | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Matriz de Escalación Técnica y Organizacional | 15 días naturales posteriores a la emisión del fallo | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Procedimiento de operación de la Mesa de Servicios:  Requerimientos  Cambios  Configuraciones  Incidentes  Problemas  Monitoreo | 15 días naturales posteriores a la emisión del fallo | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Expedientes Curriculares del personal del SOC | 15 días naturales posterior a la emisión del fallo | 1% por cada día hábil de atraso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |

* **Deducciones**

En términos de los artículos 76 de Ley de Adquisiciones, Arrendamientos y Servicios del Sector Público y 143 de su Reglamento, en caso de incumplimiento parcial o deficiente en la prestación del servicio por causas imputables al proveedor, El IMSS aplicará deducciones sobre el monto mensual facturado por pago del servicio de acuerdo con lo siguiente:

Durante la vigencia del contrato, al presentarte una falla, incidente, atención de requerimientos, ventana de mantenimiento, entre otras, y la causa raíz de estos eventos es atribuible a un tercero, no se aplicará una deducción al proveedor de SASI 2026 por el servicio relacionado, siempre y cuando pueda demostrar con pruebas concretas que el servicio en cuestión se brindó conforme a las especificaciones del anexo técnico y los términos y condiciones acordados.

El monto máximo de las deductivas, por ningún motivo podrán exceder del monto de la garantía de cumplimiento del contrato.

Conforme a lo anterior, en los casos en que las fallas, incidentes, atención de requerimientos, ventanas de mantenimiento, u otras eventualidades, sean atribuibles a la prestación de los servicios de seguridad por parte del Proveedor, se aplicarán deducciones según los siguientes rubros:

**Disponibilidad**

**Partida 1.**

La disponibilidad se define como el porcentaje de tiempo durante el cual el sistema que proporciona el servicio de seguridad de SASI 2026, o cualquier componente de este, cumple con su función designada. En otras palabras, la disponibilidad representa la proporción de tiempo en la que el sistema opera según su propósito previsto, en comparación con el tiempo en el que debería haber estado operativo.

Las mediciones de disponibilidad deben ser realizadas por el Proveedor de SASI 2026, utilizando las herramientas correspondientes de monitoreo del servicio y gestión de incidentes, con el objetivo de obtener mediciones precisas de los periodos operativos y no operativos, así como de sus causas.

Estas mediciones de disponibilidad deben llevarse a cabo desde el inicio del período operativo de los servicios de seguridad “SASI 2026”, para todos los módulos o posiciones de servicio contratados.

El LICITANTE se compromete a garantizar la disponibilidad con base en los siguientes factores:

* Se incluyen todos los componentes WAN, LAN, dispositivos de seguridad y otros dispositivos que respaldan el servicio de seguridad, así como su configuración lógica equivalente.

El método de medición se basará en una correlación de los datos recopilados cada 5 minutos por el sistema de monitoreo, con los períodos de indisponibilidad identificados en los incidentes abiertos en el sistema de gestión de incidencias del proveedor de SASI 2026. Se excluirán los períodos de indisponibilidad cuya responsabilidad no sea atribuible al Proveedor de SASI 2026. El procedimiento de medición se describe de la siguiente manera:

* Se calcula con base en un período mensual de 30 días.
* Se calcula a partir del inicio de la falla.
* Se considera que está indisponible cuando el protocolo de la interfaz está inactivo (Down) o cuando hay una caída de tráfico atribuible a la infraestructura del proveedor.
* Solo se calcula con base en base fallas atribuibles al proveedor.

**Disponibilidad por sitio y por posición de servicio**

Las interrupciones causadas por fallos de energía que sean responsabilidad del Instituto no se considerarán en el cálculo de la disponibilidad.
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Descripción generada automáticamente](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAlAAAAA8CAIAAAAmKRMaAAAAAXNSR0IArs4c6QAAAAlwSFlzAAAOxAAADsIBw3GpnQAADqpJREFUeF7tnS1z28wWx52LCgsL0xm7IJNPkJAU2gUtKm1DHFiTh3XmFmSm4BIbNiTz0KCQ2rig/gQZgzqgHyHfIPfsi1b7Kq1syV5Zf4FOI++ePfs7qz3aI+ns0fPzcw8HCIAACIAACBw6gf8cegfRPxAAARAAARBgBODwMA5AAARAAAQ6QQAOrxNmRidBAARAAATg8DAGQAAEQAAEOkEADq8TZkYnQQAEQAAE4PAwBkAABEAABDpBAA6vE2ZGJ0EABEAABODwMAZAAARAAAQ6QeAIH553ws7bdfLp6eny8pL+PT4+vr293U4YaoMACHSCAE0af//+pa6+evXq6urq4uJi793GCm/vJmiBAtPp9OXLl//lR6y6j7Pzo6Pz2WNs+daUYx27WlRTd3F1FKzTYlDULW7hHXQhbyLEfxO7VLDiDvpYQZvtijbTF3eQixmDjvfv3w+Hw+2Urqk2rfBwgEAxATFqA2XmY89QHM+TYFpZN6pQpvp6elZaxuy8rFFZmR0jJP3OpusqjVavUUV6oGyIf3W7+Bs4PDOxfoYGdsSAL6puIiwaDzRJ1GD8rUVghVfTjUN3xQx/yFGoD/cfadzOpaHberUcfxj20lCmuwM1sucwUyQot9jww3h59zPpoA4c3sbWRcViAnqIiUU7xJEFA+nX89nMOO0W4sGy89mCRUf5oYdI8+KVI4xMcbc6U3h007sZZQ09PuYKbhGdXdzfnJ0MwrASBGVZx49di+vmXdCwqnBnJQuGmjYjln+8Q0Ix9g2lba/XNpnJtAK7foyBzWPQVwtnwLOLQrO17LFbzHv5ML6Dk7Plar0t6Sbrw+E1SReypWsZ9WSIc94bKfe0nNydiAjafMy8zLX2lzaZLiej1VexiJyfTgbigqQrc/Qg42/r6cOo4sNCb/X+l98q8vP7S7/X669Xmd686apP7nLzn74hcaUH0yoZULl11tPe5JN4GGtwO7mmWdQ4aGpUVnler/9lEOmoakFv00ZDNxN3SOjezouxlH9kgdTN5FhhaA9s2VFnwPsBuMWCV1//zWnv4U/KSzw4vMhRjmKbEmALnOk/MsQ5/EHO7V6+8jH+KmfE4T/suZj+lypDrY7nWYCU1eYxEy4zm0/7X/6lKfl/Fd4jia0+/KFCsxSt2fBSfvzzEIcuMVDKHv0vX2WkyuF2VtCzfl85+aoW9DRtNuQRmPu74HiLM0NZqfTNpPdAs0JZx6J/L7h8aIkXLWYvBeHw9oK9Q42y+X45GWQhTRZbqXYPaIQDRcyEydQXTRVvLOOra6EhezWjmVAPIJmB2yp2ThCUpb6Pm1FE3HpktlYL4tot6BGo9IjAuJW9IuQXW712GnZzAStUGYuFZUsun7RjmnB4tY0DCPISYM7IevmPxwujD+MCovc/aMKwHZx9CZbIjq2+uMoDdCzYGTrUaw7qHbJN3tlJEJTVYR83uwhFz/hB70zejKTLq92CHoFKjwiMW9krQn7x8KudhtscC0I6Voi+4MoKllw+hc+ry2Q3/jscXuOIu94Ae3UrewYk30KpFuRXEyc9QhrdnH181+8ZMh9nnyY9FTSNwV1Y3bv+fJxdW8+rYtrhZdj8EHUkCMrS2+G2tAosZtmHl0ava7egR6DSZGuMJcbaWn7tNGyFA1YIBVa087xv8uEAu6x0++bFCi4fuiGNGut7KwSHtzf0nWmYbqjZKx8i2De4+5g9e4sFMJ6eXIvKbMElloe6zMHkdF5t0RiuTk8TZUyOVif0yDDTe7A6Da/wyjsSF8RNEJTt8TRTDlZf7VXv4n6iAprMVtlCt24Lnk3n7pDIPd6W463MnKmbyWsFY2BrPbTO82fs7DVlfqVO1Zg3iwWvvoqhljLSTfy+9Zd8EHD4BAo/PG+0+5W+JnajjmUfkTequxIe+XHvVsokC6qSYlshaEPlSjRSHc9h0AVfnpPzSsFAWOE1cRcBmXshsNWzmQY1phCQ/tZpgy1Fik4VVKT6XSnWOjOx1zfZE4eEDzi8hI0D1Q6EAPN42RscB9IldAMELALsCbv6oCRVOtgtIVXLpKTXt2/fSB3xLw4QAAEQqEqAngpSSLNqrdrLx63weHZtK7NT7aowgXlDMp2UndzCLTAr0E18cBOZhSO+cHFJqeLmaTkiyRYbZWcmi9QWxUAABEBg3wSkw3M/xTS2M8m+66j4Llz1zuUNBXIPugXeyG9OGtetem88NTI/lH2HzTJFbii42Cg7M9mG2qMaCIAACBgEuBvSVwrWCTV75muYUNbU0HljhZd/H8zeD2Jvpza+TOmWxRdXA/Zpi3x3kL2xtTx9k8a+At0yBHoLAiCQHAH2uYP2tJs/FJw/51kcxF18/vJqKKtp6Dx1OBDS5C3Tz9mjdiNMZy0H8y0gVfooI5BoFmcu1F7maFFHOx4ovwnJBboBQ+uM3lyWDmqtcqtbSfd9hf3DIFTS6F3J/QG9xETCVWJJbr7Mmq4cl1J+/6GX5o0GIQd+dTrpLD0PcOvW5C5wKAQCIGAQEB8CsllLuLuCnEUsGYSZVPXmWmxH7D/P2wk/w2PZcpnLyzL9SrVYKm6atsVicM0O8ztivnphzpLyJ5IrZL42K85WNORCz2fZ/hFcCD+rpeKwB4AlsHh8OM2J4oM3p2M6eMZ+qRshDRT2tBAqKc8rFck9F/k8kVmVwNiFCuXklHrCoDQWuOdURyFkt5vMBE6uE5WNSH4s044IMWYLEACBwyIgXN75ue61vD0UaQbzn7K9iULnSxwe29uojCSl4jazcUuHy3RmU/vdJ56QSSa2Z0lNuXO7vuOCxSusLBc7L+vdONAW+LNws6VsCcV9sGyON0Vp7+ngwUPpyB/+zOR6yyns9Dok9qe+YpN9vrn/GaRGToW7d7HlGjuE5zNWfrYcDyVRfjzlsnq9e7MjPI3e7y/ZSLB+lSaosrdA2SjA7yAAAiBQGwG+KcqyLFugdxcSSmkUOi/UK3hL058WTXktJyc682zK4crFDKlNh0psLxPsLcXpiMMRuPpTUEt21W6O+xS11ShfcdKxWvFdW3yFrSZCYqUEtRWAEPywWhWomC+kZMiY3iFdiP1jSuQIR033BQuR1nH84Z1o5+HB7IjZuv2rNIGT6yoQ0ry/v6evEX79+vXixQtPtxRWtUudHjPey6/xjRaU3LEQfYCmQxJaxQ8DsLJYOZPF8fHx5eUlTSZ00KxSNPnzlLlnahPGQFFvjlqazkPnpRi5syYPXxpJ7eWjQREHFAuT7G0LGfWSJ/lZu4CofUZq63JlKXk6y/sky4ogadZQQOB07hTQSuqScmFnU5ETTnYvK2ScVC1bif15V6PEqrw5Xla+rDqqoCXfxJtnx8p4c8vR6az+2DWeRtL6NVo7ocVkMrm4uKDBent7m0JmIOgAAiDQRgKfP3+maYQmEzpoVgl2gU1Q6imObzZm07EqoOcOLDvPm5T5zewpN3sRJpNnORXDdegOT/pEWZ2K5f/TXIpyWq63tR2eI9D1iPoU7mmOOTrNt2Vew6+b5fQzqwTEGr2T/ofy2vpuDjx3DdodhS6/QE7u8bTneoS/GLL3V7HTeOyxv1yasRqiHAiAQMoE6CY9Qj3l7rIJ0+Py8oSdbGrTl01l/7cdnrl21J1n7lTshKZSIWP1weUoTc0anuVg0QpPU0m+J1O0wmOUbAWFJs5ZIc1f2GeYUEnzPJNatIYK0HM0CcjRvDVV8Xh6icuG7JogYuxpReDwqvFCaRAAAZNAhMPjE5rh4cQUZ6WAzx2eMW+apfIpzzxfV7oXegTEPjEzvpooCtMm+5t849Hx/VW39KxLThKgkFosCTNACRBoLYFWpRZrLeXqirsZyuk2oqq3o2brklO9B6gBAiAAAiDgIxCXSxPsQAAEQAAEQKDlBOpyePJ1+w2WQi0HCPVBAARAAATaQaAuh9eO3kJLEAABEACBzhKAw+us6dHxDhPgeQYi981qFSbWMaS8b5XJdqosHN5OcaMxENgtASvTe5bRjj+C2He+1IBuYUBUAc5st+Pn0FqDwzs0i6I/IKARUG8L618vJfKoPWXdMIgOkwAc3mHaFb0CgUICeujP3SyTfj2fzVT+WbFbS7b7V77I4sUWau8tPUSqrd42WZS51ZnClK2W510XO5I95goeZHQWI7gBAnB4DUCFSBBoDQGWIaHHE+ZS4qFevr/VcnJ3IhLQsd1ajo6utb80F7acjFZfZe1TviMY9ZzJfOCpjFg+oAffdlRFfLzVWRCWVqk8bwaPxfbXq0zv5zk1vYlfbY2VoGhNBODwagIJMSDQRgK01ZTakZiyJZBzyzbAFPtS0TH8hxI8GX/pm2SaW3DyXb64zGybTLa9Sm9SZTuq2Oq05xff8IupSFuJOBuAtNEc0LlhAnB4DQOGeBBImADb+krtS0XBQgoaVnMcni04mUy16xb1ne3XUkFofHV3z6+ESUO1JAjA4SVhBigBAnshwJyRlZC+2ruby5W2JbPYa9p2cLYHK+lobHXaNS0Lm/qywO8FJxpNnQAcXuoWgn4g0CABCgYuJ5/4kzc6+Fso8v+Rjd6MsodnfN/Oj+/6LMCYy3ycfZqUbV5tNlVY3btUfBR7IuMAgTICcHhlhPA7CBwyAfo2gL3yIV7BHNx9zJ69xfZ5PD25FpXZgkssD3WZg8npvNqiMVydnib2hKrkZOmBY6b3YHXKN0HGAQIlBOraHgigD5kAtgc6ZOtu3je2KRi9oxn3WZ+7YVb7NxPbHF3namJ7oM6ZHB0GgQ4TcDfMinOUHUaGrtdOACHN2pFCIAiAAAiAQE7g6ekpERxweIkYImk1Li4uZrMZBSXevn2btKJQbqcE2MfgWKbtFHmrGqPpQjzeff369ffv31PQHc/wUrACdAABEAABEGicAFZ4jSNGAyAAAiAAAikQgMNLwQrQAQRAAARAoHECcHiNI0YDIAACIAACKRCAw0vBCtABBEAABECgcQJweI0jRgMgAAIgAAIpEIDDS8EK0AEEQAAEQKBxAv8HkbDyvwYW5qwAAAAASUVORK5CYII=)

Dónde:

Tiempo Total: Tiempo total de disponibilidad para el mes de medición.

Tiempo Indisponible: Tiempo indisponible según plataforma de monitoreo.

Tiempo Instituto: Tiempos atribuibles al Instituto extraídos del sistema de administración de incidentes.

**Objetivos de la métrica:**

|  |  |
| --- | --- |
| **Disponibilidad Servicio** | **% Disponibilidad** |
| Servicios de Seguridad – Continuidad Operativa | 99.99% |
| Servicios de Seguridad – Verificación y Calidad | 99.97% |
| Servicios del Centro de Operaciones de Seguridad (SOC) | 99.99% |

**Deducción por incumplimiento**

| **CONCEPTO**  **(DESCRIPCIÓN DEL NIVEL DE SERVICIO)** | **NIVEL DE SERVICIO** | **UNIDAD DE MEDIDA** | **DEDUCTIVA** | **FÓRMULA DE CÁLCULO** |
| --- | --- | --- | --- | --- |
| Cuando no se cumplan con los objetivos de servicio, para los diferentes niveles de disponibilidad, conforme al esquema de medición propuesto | % de Disponibilidad conforme la tabla de objetivos | Minuto | 0.5% por cada minuto de indisponibilidad | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |

**Tiempo de detección y solución de fallas**

**Partida 1.**

La métrica de tiempo de solución a fallas es independiente de la métrica de disponibilidad, ya que se refiere al lapso en el cual uno o varios servicios serán restituidos a su funcionamiento normal luego de presentarse una falla. Las mediciones del Tiempo de Solución de Fallas deberán ser llevadas a cabo por el LICITANTE , utilizando su herramienta correspondiente de gestión y monitoreo del servicio. El LICITANTE deberá efectuar dichas mediciones de manera mensual, tomando en cuenta el promedio del tiempo requerido para resolver cada tipo de severidad. La metodología por emplear, así como las herramientas y los responsables de las mediciones, serán definidos en las mesas de trabajo.

El Tiempo de Solución a Fallas se clasifica en cuatro categorías, según la severidad, causa e impacto de estas:

**Severidad Crítica:** Denota un incidente de alto impacto debido al riesgo que implica. Este tipo de incidente tiene el potencial de causar afectaciones y daños significativos en los activos y servicios del cliente. Puede incluir eventos como la interrupción total del servicio, la pérdida completa del sistema de comunicaciones y/o seguridad, la degradación de los recursos del Instituto, o la identificación de vulnerabilidades en la infraestructura protegida. Se considera una alarma significativa en el sistema de gestión cuando persiste durante más de 10 minutos.

**Severidad Alta:** Describe un incidente significativo en el que se experimenta una degradación, aunque no necesariamente una interrupción en los servicios e infraestructura protegidos por dispositivos de alta disponibilidad o seguridad. Este tipo de incidente se manifiesta a través de bloqueos o un rendimiento deficiente al intentar acceder a ciertos servicios de red que dependen de los dispositivos de comunicación y/o seguridad. También puede implicar la pérdida parcial de funcionalidades en el equipo de comunicaciones y/o seguridad. Estos eventos causan una degradación en el servicio sin llegar a provocar su interrupción completa.

**Severidad Media:** Este tipo de incidente se considera menor ya que no tiene un impacto significativo en los servicios o infraestructura protegidos por los dispositivos de seguridad. Por lo general, involucra problemas como fallas en la visualización de registros de actividad o dificultades en la comunicación entre servicios internos del Instituto y un grupo reducido de usuarios. Estos eventos suelen resultar en interrupciones en la disponibilidad del servicio durante períodos de tiempo cortos, generalmente inferiores a 10 minutos.

**Severidad Baja:** Estos casos se clasifican como preventivos con el propósito de mejorar u optimizar cualquier servicio de seguridad. La atención de estos casos de baja severidad deberá ser llevada a cabo por ingenieros del proveedor de servicios en el sitio, con la colaboración del fabricante a través de un centro de asistencia técnica personalizada. El tiempo de resolución de este tipo de incidencias será acordado entre el Instituto y el proveedor al momento de presentarse el caso.

La severidad de un incidente es determinada por el Instituto . Se establece la severidad, así como su nivel de escalación, en función de la operación y la criticidad de un servicio, basándose en los siguientes criterios:

|  |  |  |  |
| --- | --- | --- | --- |
| **SEVERIDAD** | **AFECTACIÓN** | **TIEMPO MÁXIMO DE REGISTRO** | **TIEMPO MÁXIMO DE SOLUCIÓN** |
| **Critica** | Una falla de alto impacto representa un problema crítico que impide por completo la operación de un servicio vital, el cual es fundamental para respaldar una función empresarial del Instituto a nivel nacional. | 10 minutos posteriores a la detección de la falla | 2 horas posteriores al registro y notificación de la falla |
| **Alta** | Se trata de un fallo que ocasiona una degradación en el servicio, impidiendo su correcto funcionamiento. Este servicio es crucial para respaldar una función de negocio dentro del Instituto, aunque su impacto se limita a nivel local y no afecta a escala nacional. | 20 minutos posterior a la detección de la falla | 4 horas posterior al registro y notificación de la falla |
| **Media** | Se trata de una falla menor que afecta la operación de un servicio específico del Instituto, impactando a un reducido grupo de usuarios. | 120 minutos posterior a la detección de la falla | 48 horas posterior al registro y notificación de la falla |
| **Baja** | Se consideran casos preventivos que buscan mejorar u optimizar cualquier servicio de seguridad. Estos casos tienen un impacto mínimo en la operación del negocio y pueden ser atendidos o resueltos según un calendario establecido. | 5 días hábiles posterior a la detección de la falla | Se establecerá un acuerdo entre el Instituto y el Proveedor de SASI 2026, conforme a las mesas de trabajo que se establezcan con este fin. |

**Deducción por incumplimiento**

| **CONCEPTO**  **(DESCRIPCIÓN DEL NIVEL DE SERVICIO)** | **NIVEL DE SERVICIO** | **UNIDAD DE MEDIDA** | **DEDUCTIVA** | **FÓRMULA DE CÁLCULO** |
| --- | --- | --- | --- | --- |
| Tiempo máximo de registro y notificación conforme al nivel de severidad critica | 10 minutos posteriores al registro y notificación de la falla | Minuto | 0.2% por cada minuto de atraso en el registro y notificación | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de solución conforme al nivel de severidad critica | 2 horas posteriores al registro y notificación de la falla | Hora | 0.5% por cada hora o fracción de atraso en la solución de la falla | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de registro y notificación conforme al nivel de severidad alta | 20 minutos posteriores al registro y notificación de la falla | Minuto | 0.2% por cada minuto de atraso en el registro y notificación | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de solución conforme al nivel de severidad alta | 4 horas posteriores a la registro y notificación de la falla | Hora | 0.5% por cada hora o fracción de atraso en la solución de la falla | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de registro y notificación conforme al nivel de severidad media | 120 minutos posteriores al registro y notificación de la falla | Minuto | 0.2% por cada minuto de atraso en el registro y notificación | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de solución conforme al nivel de severidad media | 48 horas posteriores al registro y notificación de la falla | Hora | 0.5% por cada hora o fracción de atraso en la solución de la falla | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de registro y notificación conforme al nivel de severidad baja | 5 días hábiles posteriores al registro y notificación de la falla | Día | 0.2% por cada día hábil de atraso en el registro y notificación | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de solución conforme al nivel de severidad baja | Se define entre el Instituto y el Proveedor de SASI 2026 conforme las mesas de trabajo que se establezcan para este propósito. | Día | 0.5% por cada día de atraso en la solución de la falla conforme la fecha establecida en las mesas de trabajo | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |

**Tiempo de detección y mitigación de incidentes**

**Partida 1.**

Un incidente es aquel evento, que, de materializarse, podrían comprometer la seguridad de la red y los activos de información que componen las misma, así como las aplicaciones que dan tratamientos a información de usuarios externos e internos.

De igual manera una actividad sospechosa es aquel evento que, de materializarse, podría comprometer la seguridad de la información, convirtiéndose en un incidente de seguridad.

Los incidentes se definen como la constatación de una violación a las políticas de seguridad informática o al uso aceptable de prácticas y políticas de seguridad estandarizadas, representando una evidencia clara de la vulneración de la confidencialidad, integridad y disponibilidad de la información, misma que puede presentarse por un factor externo, como por la ejecución incorrecta a través de un recurso interno (SOC).

Las métricas de tiempo relacionadas con el registro y la notificación se refieren al periodo en el que el proveedor SASI 2026 informa al Instituto sobre la confirmación de un incidente de seguridad. Estas métricas deben cumplirse según la prioridad establecida a partir de la apertura de un registro vinculado a un incidente de seguridad. Respecto al tiempo de contención, se espera que el Proveedor de SASI 2026 detenga y aísle el incidente tras su detección, de acuerdo con los tiempos definidos para cada nivel de prioridad.

Todas estas mediciones deberán ser llevadas a cabo por el proveedor de SASI 2026 utilizando las herramientas correspondientes de gestión y monitoreo del servicio. Además, el proveedor deberá realizar estas mediciones de manera mensual, conforme al nivel de servicio establecido para cada tipo de métrica y/o prioridad.

**Objetivos de la métrica**

| **SEVERIDAD** | **AFECTACIÓN** | **TIEMPO MÁXIMO DE REGISTRO** | **TIEMPO MÁXIMO DE SOLUCIÓN** |
| --- | --- | --- | --- |
| **Critica** | Se refiere a un incidente de gran impacto que interrumpe por completo la operación de un servicio vital para una función empresarial del Instituto a nivel nacional. | 10 minutos posteriores a la detección del incidente | 60 minutos posteriores al registro y notificación del incidente |
| **Alta** | Se refiere a un incidente que ha provocado una degradación en el servicio, impidiendo su correcta operación. Este servicio es crucial para respaldar una función de negocio dentro del Instituto, aunque es importante destacar que su impacto se limita a nivel local y no afecta a nivel nacional. | 20 minutos posterior a la detección del incidente | 240 minutos posteriores al registro y notificación del incidente |
| **Media** | Se trata de un incidente menor que afecta a un pequeño grupo de usuarios del Instituto, impidiendo temporalmente el normal funcionamiento de un servicio. | 30 minutos posterior a la detección del incidente | 60 minutos posteriores al registro y notificación del incidente |
| **Baja** | Estos casos se consideran preventivos con el objetivo de mejorar u optimizar cualquier servicio de seguridad. Tienen un impacto mínimo en la operación del negocio y su atención y/o solución puede ser programada con antelación. | 60 minutos posterior a la detección del incidente | 2,880 minutos posteriores al registro y notificación del incidente |

**Deducción por incumplimiento**

| **CONCEPTO**  **(DESCRIPCIÓN DEL NIVEL DE SERVICIO)** | **NIVEL DE SERVICIO** | **UNIDAD DE MEDIDA** | **DEDUCTIVA** | **FÓRMULA DE CÁLCULO** |
| --- | --- | --- | --- | --- |
| Tiempo máximo de registro y notificación conforme al nivel de severidad critica | 10 minutos posteriores al registro y notificación del incidente | Minuto | 0.5% por cada minuto de atraso en el registro y notificación | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de solución conforme al nivel de severidad critica | 60 minutos posteriores al registro y notificación del incidente | Minuto | 1% por cada minuto de atraso en la solución del incidente | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de registro y notificación conforme al nivel de severidad alta | 20 minutos posteriores al registro y notificación del incidente | Minuto | 0.5% por cada minuto de atraso en el registro y notificación | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de solución conforme al nivel de severidad alta | 240 minutos posteriores al registro y notificación del incidente | Minuto | 1% por cada minuto de atraso en la solución del incidente | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de registro y notificación conforme al nivel de severidad media | 30 minutos posteriores al registro y notificación del incidente | Minuto | 0.5% por cada minuto de atraso en el registro y notificación | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de solución conforme al nivel de severidad media | 1,440 minutos posteriores al registro y notificación del incidente | Minuto | 1% por cada minuto de atraso en la solución del incidente | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de registro y notificación conforme al nivel de severidad baja | 60 minutos posteriores al registro y notificación del incidente | Minuto | 0.5% por cada minuto de atraso en el registro y notificación | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de solución conforme al nivel de severidad baja | 2,880 minutos posteriores al registro y notificación del incidente | Minuto | 1% por cada minuto de atraso en la solución del incidente | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |

**Solicitudes de requerimientos y cambios**

**Partida 1**

Consiste en el tiempo requerido por el Proveedor de SASI para llevar a cabo altas, cambios o bajas en la infraestructura del servicio de seguridad. Estas acciones se basarán en un conjunto de configuraciones preestablecidas, definidas durante las correspondientes mesas de trabajo. Dichas configuraciones serán diseñadas para satisfacer las necesidades de conectividad y flujos de información de las aplicaciones del Instituto. Se reconoce que la complejidad en la atención de estas tareas es mínima, dado que se cuenta con experiencia y conocimiento previo sobre las mismas configuraciones utilizadas en los módulos de los servicios de seguridad actualmente en funcionamiento.

**Objetivos de la métrica**

| **PRIORIDAD** | **DESCRIPCIÓN** | **TIEMPO MÁXIMO DE REGISTRO** | **TIEMPO MÁXIMO DE EJECUCIÓN** |
| --- | --- | --- | --- |
| **Alta** | Solicitud generada por el Instituto para abordar necesidades operativas urgentes. | 10 minutos posteriores a la solicitud formal por parte del Instituto | 60 minutos posteriores al registro realizado por el Instituto |
| **Media** | Solicitud emitida por el Instituto para atender necesidades operativas habituales. | 30 minutos posteriores a la solicitud formal por parte del Instituto | 480 minutos posteriores al registro realizado por el Instituto |
| **Baja** | Solicitud generada por el Instituto para abordar necesidades operativas planificadas. | 60 minutos posteriores a la solicitud formal por parte del Instituto | 1,440 minutos posteriores al registro realizado por el Instituto |

**Cambios**

Cualquier modificación realizada por el Proveedor, sin la autorización del Instituto, que resulte en una falla en los servicios de seguridad, será considerada como un incidente de seguridad. Este incidente será clasificado según las afectaciones o riesgos que haya generado.

| **PRIORIDAD** | **DESCRIPCIÓN** | **TIEMPO MÁXIMO DE REGISTRO** | **TIEMPO MÁXIMO DE EJECUCIÓN** |
| --- | --- | --- | --- |
| **Emergente** | Se requerirán cambios inmediatos en la infraestructura de la red en caso de experimentar una pérdida repentina del servicio, fallo en cualquiera de los activos de infraestructura, o a solicitud expresa del Instituto. | 1 hora posteriores a la solicitud formal por parte del Instituto | Conforme al plan de trabajo definido entre el Instituto y el Proveedor |
| **Normal** | Modificaciones necesarias para mejorar o restablecer un servicio o expandir un activo de infraestructura, que no están contempladas en el catálogo de cambios estándar, requieren un análisis y aprobación por parte del Instituto. | 1 hora posteriores a la solicitud formal por parte del Instituto | Conforme al plan de trabajo definido entre el Instituto y el Proveedor |
| **Estándar** | Actualizaciones en los servicios y/o activos de infraestructura que se ejecutan de manera online y siguen un proceso establecido, constituyendo una solución aceptada para un conjunto específico de requerimientos. | 1 hora posteriores a la solicitud formal por parte del Instituto | 24 horas posterior al registro realizado por el Instituto |

**Deducción por incumplimiento**

| **CONCEPTO**  **(DESCRIPCIÓN DEL NIVEL DE SERVICIO)** | **NIVEL DE SERVICIO** | **UNIDAD DE MEDIDA** | **DEDUCTIVA** | **FÓRMULA DE CÁLCULO** |
| --- | --- | --- | --- | --- |
| Tiempo máximo de registro y notificación conforme al nivel de prioridad Alta | 10 minutos posteriores al registro y notificación del requerimiento | Minuto | 0.2% por cada minuto de atraso en el registro y notificación | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de ejecución conforme al nivel de prioridad Alta | 60 minutos posteriores al registro y notificación del requerimiento | Minuto | 0.5% por cada minuto de atraso en la ejecución del requerimiento | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de registro y notificación conforme al nivel de prioridad Media | 30 minutos posteriores al registro y notificación del requerimiento | Minuto | 0.2% por cada minuto de atraso en el registro y notificación | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de solución conforme al nivel de prioridad Media | 8 horas posteriores al registro y notificación del requerimiento | Hora | 0.5% por cada hora o fracción de atraso en la ejecución del requerimiento | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de registro y notificación conforme al nivel de prioridad Baja | 60 minutos posteriores al registro y notificación del requerimiento | Minuto | 0.2% por cada minuto de atraso en el registro y notificación | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de solución conforme al nivel de prioridad Baja | 24 horas posteriores al registro y notificación del requerimiento | Hora | 0.5% por cada hora o fracción de atraso en la ejecución del requerimiento | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |

**Cambios**

| **CONCEPTO**  **(DESCRIPCIÓN DEL NIVEL DE SERVICIO)** | **NIVEL DE SERVICIO** | **UNIDAD DE MEDIDA** | **DEDUCTIVA** | **FÓRMULA DE CÁLCULO** |
| --- | --- | --- | --- | --- |
| Tiempo máximo de registro y notificación conforme al nivel de prioridad Emergente | 60 minutos posteriores al registro y notificación del cambio | Minuto | 0.2% por cada minuto de atraso en el registro y notificación | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de ejecución conforme al nivel de prioridad Emergente | Conforme al plan de trabajo definido entre el Instituto y el Proveedor | Hora | 1% por cada hora o fracción de atraso en la ejecución del cambio | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de registro y notificación conforme al nivel de prioridad Normal | 60 minutos posteriores al registro y notificación del cambio | Minuto | 0.2% por cada minuto de atraso en el registro y notificación | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de solución conforme al nivel de prioridad Normal | Conforme al plan de trabajo definido entre el Instituto y el Proveedor | Hora | 1% por cada hora o fracción de atraso en la ejecución del cambio | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de registro y notificación conforme al nivel de prioridad Estándar | 60 minutos posteriores al registro y notificación del cambio | Minuto | 0.2% por cada minuto de atraso en el registro y notificación | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tiempo máximo de solución conforme al nivel de prioridad Estándar | 24 horas posteriores al registro y notificación del cambio | Hora | 1% por cada hora o fracción de atraso en la ejecución del cambio | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |

**Servicios de Seguridad – Continuidad Operativa**

**Partida 1.**

| **CONCEPTO**  **(DESCRIPCIÓN DEL NIVEL DE SERVICIO)** | **NIVEL DE SERVICIO** | **UNIDAD DE MEDIDA** | **DEDUCTIVA** | **FÓRMULA DE CÁLCULO** |
| --- | --- | --- | --- | --- |
| Reportes Técnicos de los activos de infraestructura que contemplen:   * Disponibilidad * Controles de Cambios * Requerimientos * Incidentes/Fallas * Actividad Sospechosa * Estadísticas de uso de los servicios (conforme la definición en las mesas de trabajo) | 5 días hábiles posteriores al cumplimiento del mes vencido | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |

**Servicios de Seguridad – Verificación/Calidad**

**Partida 1.**

| **CONCEPTO**  **(DESCRIPCIÓN DEL NIVEL DE SERVICIO)** | **NIVEL DE SERVICIO** | **UNIDAD DE MEDIDA** | **DEDUCTIVA** | **FÓRMULA DE CÁLCULO** |
| --- | --- | --- | --- | --- |
| Reportes Técnicos de los activos de infraestructura que contemplen:   * Disponibilidad * Controles de Cambios * Requerimientos * Incidentes/Falla * Actividad Sospechosa * Estadísticas de uso de los servicios (conforme la definición en las mesas de trabajo) | 5 días hábiles siguientes al vencimiento del mes. | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Servicios de Borrado Seguro de Información:  Reporte Técnico y Ejecutivo en formato electrónico (MS Word, PDF) con el detalle de las actividades de borrado seguro ejecutadas por cada activo o grupo de activos de infraestructura procesados, donde se integre el o los certificados de borrado por cada medio de almacenamiento analizado y que incluya al menos: fecha, hora, datos del activo de infraestructura, dispositivos de almacenamiento borrado. | 5 días hábiles siguientes al vencimiento del mes. | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos/ejecutivos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Servicio de Gestión de Dominios:  Reporte Técnico y Ejecutivo en formato electrónico (MS Word, PDF) con el detalle de los dominios que se hayan renovados adquiridos. | 5 días hábiles posteriores a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos/ejecutivos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Servicio de Certificados Digitales SSL:  Reporte Técnico y Ejecutivo en formato electrónico (MS Word, PDF) con el detalle de los certificados que se hayan renovado o adquiridos (incluyendo archivo electrónico compreso con la llave publica relacionado con los requerimientos) | 1 día hábil posterior a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos/ejecutivos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Servicios de Protección de Riesgos Digitales:  Reporte Técnico y Ejecutivo en formato electrónico (MS Word, PDF) con el detalle de amenazas y ataques potenciales a los que se encuentra expuesto el Instituto que incluya: Situación general del evento, hallazgos detectados, mecanismos de inteligencia accionable, táctica u operativa recomendados para prevención y/o contención | 1 día hábil posterior a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos/ejecutivos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Servicios de Protección en Redes Inalámbricas y Seguridad en Dispositivos Móviles:  Reporte Técnico y Ejecutivo en formato electrónico (MS Word, PDF) con el detalle de las politicas, configuraciones o reportes solicitados por el Instituto | 1 día hábil posterior a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos/ejecutivos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Servicios de Gestión y Control de Acceso para Usuarios Privilegiados (AAA):  Reporte Técnico y Ejecutivo en formato electrónico (MS Word, PDF) con el detalle de las politicas, configuraciones o reportes solicitados por el Instituto | 5 días hábiles posterior a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos/ejecutivos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Servicios de Antivirus:  Reporte Técnico y Ejecutivo en formato electrónico (MS Word, PDF) con el detalle de las politicas, configuraciones o reportes solicitados por el Instituto. | 1 día hábil posterior a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos/ejecutivos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Servicios de Prevención de Pérdida de Información:  Reporte Técnico y Ejecutivo en formato electrónico (MS Word, PDF) con el detalle de las politicas, configuraciones o reportes solicitados por el Instituto. | 1 día hábil posterior a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos/ejecutivos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Servicios de Sistema de Gestión de Seguridad de la Información:  Plan de Trabajo de implementación y operación de los servicios conforme al alcance definido en las mesas de trabajo | 10 días hábiles posteriores a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega del plan de trabajo | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Servicios de Sistema de Gestión de Seguridad de la Información:  Reporte de actividades relacionadas con las solicitudes de Implementación, Evaluación y/o Mejora del Sistemas De Gestión de Seguridad de la Información (SGSI) | Conforme a la fecha estipulada en el plan de trabajo acordado entre el Instituto y el Proveedor | Día | 1% por cada día hábil de atraso en la entrega de los reportes de actividades, por periodo, por evento | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Servicios de Gestión del Cambio en Seguridad de la Información:  Plan de Trabajo de implementación y operación de los servicios conforme al alcance definido en las mesas de trabajo | 10 días hábiles posteriores a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega del plan de trabajo | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Servicios de Gestión del Cambio en Seguridad de la Información:  Reporte de actividades relacionadas con las solicitudes de Implementación, Evaluación y/o Mejora de la Gestión del Cambio en Seguridad de la Información | Conforme a la fecha estipulada en el plan de trabajo acordado entre el Instituto y el Proveedor | Día | 1% por cada día hábil de atraso en la entrega de los reportes de actividades, por periodo, por evento | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |

**Partida 2.**

| **CONCEPTO**  **(DESCRIPCIÓN DEL NIVEL DE SERVICIO)** | **NIVEL DE SERVICIO** | **UNIDAD DE MEDIDA** | **DEDUCTIVA** | **FÓRMULA DE CÁLCULO** |
| --- | --- | --- | --- | --- |
| Servicio de Análisis de Vulnerabilidades Estático  Reporte Técnico y Ejecutivo en formato electrónico (MS Word, PDF) con el detalle de las vulnerabilidades detectadas por cada pieza de software (código) escaneados indicando al menos: Activo(s) de infraestructura o aplicativo relacionado, fecha de escaneo, direccionamiento IP, vulnerabilidades detectadas (Alta, Media, Baja), recomendaciones para remediación de hallazgos y que incluya los archivos electrónicos fuente de las herramientas tecnológicas utilizadas para el proceso de análisis | 7 días hábiles posteriores a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos/ejecutivos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Servicio de Análisis de Vulnerabilidades Dinámico  Reporte Técnico y Ejecutivo en formato electrónico (MS Word, PDF) con el detalle de las vulnerabilidades detectadas por cada activo o grupo de activos de infraestructura escaneados indicando al menos: Activo(s) de infraestructura o aplicativo relacionado, fecha de escaneo, direccionamiento IP, vulnerabilidades detectadas (Alta, Media, Baja), recomendaciones para remediación de hallazgos y que incluya los archivos electrónicos fuente de las herramientas tecnológicas utilizadas para el proceso de análisis | 7 días hábiles posteriores a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos/ejecutivos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Servicios de Pruebas de Penetración:  Reporte Técnico y Ejecutivo en formato electrónico (MS Word, PDF) con el detalle de las vulnerabilidades detectadas por cada activo o grupo de activos de infraestructura escaneados indicando al menos: Activo(s) de infraestructura o aplicativo relacionado, fecha de escaneo, direccionamiento IP, vulnerabilidades detectadas (Alta, Media, Baja), recomendaciones para remediación de hallazgos y que incluya los archivos electrónicos fuente de las herramientas tecnológicas utilizadas para el proceso de análisis | 10 días hábiles posteriores a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos/ejecutivos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Servicios de Análisis Forense:  Reporte Técnico y Ejecutivo en formato electrónico (MS Word, PDF) con el detalle de los hallazgos detectadas por cada activo o grupo de activos de infraestructura verificados | 15 días hábiles posterior a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos/ejecutivos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |

**Servicios del Centro de Operaciones de Seguridad (SOC)**

Cualquier modificación realizada por el SOC, sin autorización previa del Instituto, ya sea que cause o no una falla en los servicios de seguridad, se considerará como un incidente de seguridad. Este incidente será clasificado según las afectaciones o riesgos que pueda haber ocasionado.

| **CONCEPTO**  **(DESCRIPCIÓN DEL NIVEL DE SERVICIO)** | **NIVEL DE SERVICIO** | **UNIDAD DE MEDIDA** | **DEDUCTIVA** | **FÓRMULA DE CÁLCULO** |
| --- | --- | --- | --- | --- |
| Reporte Técnico de los requerimientos generados a través de la Mesa de Servicios para los servicios de seguridad implementados | 5 días hábiles siguientes al término del mes vencido. | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Reporte Técnico de los controles de cambios generados para los servicios de seguridad implementados | 5 días hábiles siguientes al término del mes vencido. | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Reporte Técnico de los incidentes presentados en los servicios de seguridad implementados | 5 días hábiles siguientes al término del mes vencido. | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Reporte Técnico de los eventos de actividad sospechosa presentados en los servicios de seguridad implementados | 5 días hábiles siguientes al término del mes vencido. | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Reporte de las estadísticas de uso y desempeño, así como de la analítica de información de los servicios de seguridad implementados, conforme las definiciones realizadas en las mesas de trabajo | 5 días hábiles siguientes al término del mes vencido. | Día | 1% por cada día hábil de atraso en la entrega de los reportes de estadísticas | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Reporte de las evaluaciones operativas a los servicios de seguridad implementados | 5 días hábiles posteriores al cumplimiento del trimestre vencido | Día | 1% por cada día hábil de atraso en la entrega de los reportes de estadísticas | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Reporte que integre el calendario de actualizaciones de versionamiento en software de cada servicio implementados | 5 días hábiles posteriores al cumplimiento del trimestre vencido | Día | 1% por cada día hábil de atraso en la entrega de los reportes de estadísticas | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Creación de cuentas de acceso en las consolas de administración de los servicios de seguridad | 5 días hábiles posteriores al término de la implementación de cualquier solución de seguridad o conforme a cada solicitud generada por el Instituto | Día | 1% por cada día hábil de atraso en la entrega de las cuentas de acceso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Creación de cuentas de acceso en la base de conocimientos de las soluciones de seguridad | 5 días hábiles posteriores al término de la implementación de cualquier solución de seguridad o conforme a cada solicitud generada por el Instituto | Día | 1% por cada día hábil de atraso en la entrega de las cuentas de acceso | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Actualización de la matriz de escalación | 5 días hábiles posteriores a la incorporación o sustitución de nuevo personal del Centro de Operaciones de Seguridad | Día | 1% por cada día hábil de atraso en la entrega de la matriz de escalación | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Reportes Técnicos de las ventanas de mantenimiento ejecutadas en las soluciones de seguridad | 5 días hábiles posteriores a la ejecución de la ventana mantenimiento | Día | 1% por cada día hábil de atraso en la entrega de los reportes técnicos | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Reporte con Estadísticas de uso y desempeño (información analítica) de las soluciones de seguridad | 5 días hábiles posteriores a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega del reporte | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Reporte Técnico de las configuraciones de las soluciones de seguridad | 5 días hábiles posteriores a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega del reporte técnico | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Reporte Técnico de los incidentes presentados en las soluciones de seguridad | 5 días hábiles posteriores a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega del reporte técnico | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Reporte Técnico de los requerimientos registrados en la mesa de servicios | 5 días hábiles posteriores a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega del reporte técnico | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Reporte Técnico del inventario de los activos de infraestructura integrados en las soluciones de seguridad y su diagrama de interrelación conforme fueron registrados en la CMDB | 5 días hábiles posteriores a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega del reporte técnico | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Diagramas de Arquitectura de las soluciones de seguridad | 2 días hábiles posteriores a la solicitud generada por parte del Instituto | Día | 1% por cada día hábil de atraso en la entrega del reporte técnico | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |
| Tablero de Estadísticas de Servicios de Seguridad (Portal Único) | 10 días hábiles posteriores al término de la habilitación de los componentes en los Centro de Datos o donde lo indique el Instituto, conforme cada solución integrada y posterior a la integración de las mesas de trabajo | Día | 1% por cada día hábil de atraso en la entrega de los reportes de actividades, por periodo, por evento | Valor unitario de la facturación mensual del servicio relacionado con el incumplimiento |

## Mecanismos requeridos al proveedor para responder por defectos o vicios ocultos de los bienes o de la calidad de los servicios.

No aplica

## Garantías de anticipos y cumplimiento.

El proveedor, para garantizar el cumplimiento de todas y cada una de las obligaciones estipuladas en el contrato adjudicado, de conformidad con lo establecido en el numeral 4.30.1 de las POBALINES, deberá presentar copia simple de la fianza expedida por afianzadora debidamente constituida en términos de la Ley de Instituciones de Seguros y de Fianzas, por un importe equivalente al 10% (diez por ciento) del monto máximo del contrato, sin incluir el impuesto al Valor Agregado, a favor del Instituto Mexicano del Seguro Social, la cual será divisible.

La vigencia de la fianza deberá quedar abierta durante la vigencia del contrato para permitir que cumpla con su objetivo.

El proveedor en término de lo dispuesto en el artículo 69 de la Ley de Adquisiciones, Arrendamientos y Servicios del Sector Público, deberá entregar al INSTITUTO MEXICANO DEL SEGURO SOCIAL dentro de los 10 (diez) días naturales siguientes a la firma del contrato el original de la fianza a la División de Contratos, ubicada en Calle Durango número 291, 10º piso, Colonia Roma Norte, Demarcación Territorial Cuauhtémoc, Código Postal 06700 Ciudad de México.

La garantía de cumplimiento a las obligaciones del contrato únicamente podrá ser liberada mediante autorización que sea emitida por escrito, por parte del Instituto en forma inmediata, siempre y cuando el proveedor haya cumplido a satisfacción del Instituto con todas las obligaciones contractuales, para lo cual deberá presentar mediante escrito la solicitud de liberación de la fianza en la División de Contratos del IMSS.

## Plazo para notificar al proveedor.

La garantía de cumplimiento del contrato deberá presentarse en el plazo o fecha previstos en la convocatoria a la licitación; en su defecto, a más tardar dentro de los diez días naturales siguientes a la firma del contrato.

## La existencia de consumibles y refacciones, en su caso.

No aplica

## Plazo y condiciones de canje o devolución del bien.

No aplica

## Caducidad de los bienes.

No aplica

## Centros de servicio (domicilios y horarios) y reporte técnico.

No aplica

## Periodo de garantía.

Durante la vigencia del contrato

## Tiempos máximos de reparación o atención de fallas.

Conforme lo establecido en el documento de términos y condiciones, en su numeral 10.Penas convencionales y deductivas.

## Garantía de mano de obra y/o partes.

No aplica

## Mantenimientos correctivos y/o preventivos.

No aplica

## En su caso, si se requiere capacitación, solicitar programa para la misma.

No aplica

## Porcentaje a requerir por concepto de garantía de cumplimiento.

Por un importe equivalente al 10% (diez por ciento) del monto máximo del contrato, sin considerar el impuesto al valor agregado, a favor del Instituto.

## Forma de pago.

El servicio descrito en el Anexo Técnico está modelado con base en un esquema de pago unitario mensual conforme a las entregas programadas, el cual se realizará en moneda nacional y conforme al siguiente esquema:

El licitante debe reportar y solicitar al Instituto el pago asociado al servicio que éste ha entregado y que esté funcionando conforme a las especificaciones descritas en el Anexo Técnico, y con estricto apego a las características y niveles de servicio que se requieren para cada rubro definido, sujeto a posibles deducciones por incumplimiento de los mismos, por lo que el IMSS, a través del Administrador del Contrato, evaluará las condiciones de funcionalidad y operatividad de los servicios entregados por el licitante para que proceda el pago mensual que debe efectuarse por los mismos.

## Mecanismos de comprobación, supervisión y verificación de los bienes o de los servicios contratados.

Para este fin, se llevarán a cabo reuniones mensuales en las que se revisará la operación del licitante adjudicado, comparándola con los indicadores de niveles de servicio acordados. Esta evaluación se plasmará en un documento denominado 'Acta Administrativa de Entrega-Recepción Mensual de los Servicios Administrados de Seguridad Informática SASI 2026. La periodicidad de esta acta será mensual desde el inicio de la prestación del servicio y se realizará dentro de los 5 días hábiles posteriores al cierre de cada mes.

En consecuencia, el proveedor reconoce expresamente que el servicio no será considerado como aceptado o recibido por parte del Instituto hasta que se cumpla conforme a lo establecido en los párrafos anteriores.

Todas las actas mencionadas en este apartado deberán contar con la firma de conformidad del Administrador del Contrato del IMSS y ser elaboradas en tres tantos originales: uno para el licitante adjudicado, otro para el Administrador del Contrato y un tercero para el expediente de la Coordinación de Telecomunicaciones y Seguridad de la Información.

## Anticipo.

El instituto no otorgará anticipos.

## Aviso de privacidad y medidas de seguridad para el manejo de la información para bienes o servicios de TIC.

No aplica

## Seguro de Responsabilidad Civil.

No aplica

## Dictámenes de protección civil emitidos por las autoridades competentes en la materia.

No aplica

## Confidencialidad

Tanto el Instituto como el proveedor acuerdan considerar como información confidencial todo material, impreso o electrónico, que contenga datos, grabaciones, programas de cómputo o cualquier otro contenido vinculado a información jurídica, operativa, técnica, financiera, análisis, registros, documentos, especificaciones, productos, informes, dictámenes o desarrollos, tanto aquellos a los que tenga acceso como los proporcionados durante la prestación del servicio. Asimismo, se considerará como confidencial toda la información facilitada por el Instituto Mexicano del Seguro Social para la ejecución del servicio y que sea exclusiva propiedad del Instituto Mexicano del Seguro Social.

El proveedor reconoce que está terminantemente prohibida la divulgación total o parcial de esta información a su favor o a terceros ajenos a la relación contractual, por cualquier medio disponible, incluyendo, de manera enunciativa mas no limitativa, vía oral, impresa, electrónica, magnética, óptica, o cualquier otro medio, conforme a los plazos establecidos en la Ley General de Transparencia y Acceso a la Información Pública y demás disposiciones aplicables en la materia."

El proveedor reconoce y acepta la prohibición mencionada en el párrafo anterior, comprendiendo que está absolutamente prohibido divulgar la información del Instituto con fines de lucro, comerciales, académicos, educativos u otros ajenos al propósito de la presente contratación. En consecuencia, el proveedor asume la responsabilidad del uso y cuidado de la información.

En virtud de lo anterior, el proveedor se compromete a mantener una estricta confidencialidad sobre la información a la que acceda, asegurando que cada miembro del personal asignado para el desarrollo y operación del proyecto respete el manejo adecuado de dicha información.

Considerar como confidencial toda la información a la que tenga acceso el personal designado para prestar los servicios objeto de esta contratación. El proveedor se compromete a garantizar que dicho personal no copie ni respalde información del Instituto Mexicano del Seguro Social en ningún equipo sin la previa autorización por escrito por parte del **Instituto**.

Garantizar que el acceso a la información del Instituto Mexicano del Seguro Social esté restringido únicamente al personal autorizado por el Instituto. El incumplimiento de estas condiciones será considerado como una violación de la confidencialidad y protección de datos personales.

Además, cualquier persona que tenga acceso a esta información deberá ser informada y comprometida a cumplir con lo establecido en el Anexo Técnico de esta contratación

Es importante destacar que la información proporcionada por el Instituto al proveedor para la prestación del servicio no otorgará al proveedor titularidad o derechos de autor, ni de ninguna otra índole.

El proveedor será responsable en el caso de que se violen derechos de propiedad industrial, patentes o derechos de autor, respecto al software y/o hardware utilizados para brindar el servicio, dejando en todo momento a salvo a el Instituto.

1. **Propiedad intelectual**

Durante el período de garantía de las licencias, el proveedor se compromete a eximir al Instituto de cualquier responsabilidad de índole civil, mercantil, penal o administrativa que pudiera surgir como resultado de la violación de derechos de autor, patentes, marcas u otros derechos de propiedad industrial o intelectual, tanto a nivel nacional como internacional. Esta exención de responsabilidad abarca cualquier reclamo, demanda, acción legal o procedimiento que pueda surgir contra el Instituto como consecuencia de dicha infracción. Además, el proveedor se compromete a asumir todos los costos, gastos, multas o indemnizaciones que puedan derivarse de tales reclamaciones, eximiendo al Instituto de cualquier carga económica asociada a las mismas.

## Tipo de abastecimiento.

El tipo de abastecimiento será mediante dos partidas.

## Modalidad del contrato

Contrato de modalidad abierta.

## Área Requirente y Técnica

El Titular de la División de Seguridad Informática Física y la Titular de la División de Seguridad Informática.

## Administrador del contrato y responsable de la supervisión del mismo

El Titular de la Coordinación de Telecomunicaciones y Seguridad de la Información.

## Firmas de elaboración, revisión y aprobación

|  |  |  |  |
| --- | --- | --- | --- |
| **Elaboró/Revisó** | **Cargo** | **Firma** | **Fecha** |
| Ing. Abraham Gutiérrez Castillo | Titular de la División de Seguridad Informática Física |  | 05/01/2026 |
| Mtra. Azucena Villadozola Cortés | Titular de la División de Seguridad Informática Lógica |  | 05/01/2026 |
| **Aprobó** | **Cargo** | **Firma** | **Fecha** |
| Ing. Javier Cortés López | Titular de la Coordinación de Telecomunicaciones y Seguridad de la Información |  | 05/01/2026 |